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Preface

Effective public health surveillance is essential for detecting
and responding to emerging public health threats, including
terrorism and emerging infectious diseases. New surveillance
methods are being developed and tested to improve the time-
liness and completeness of detection of disease outbreaks. One
promising set of approaches is syndromic surveillance, in which
information about health events that precede a firm clinical
diagnosis is captured early and rapidly from existing, usually
electronic, data sources, and analyzed frequently to detect sig-
nals that might indicate an outbreak requiring investigation.

To provide a forum for scientists and practitioners to report
on progress in developing and evaluating syndromic surveil-
lance systems, the New York City Department of Health and
Mental Hygiene, the New York Academy of Medicine, and
CDC convened the second annual National Syndromic Sur-
veillance Conference in New York City during October 23—
24, 2003. The conference, supported by the Alfred P. Sloan
Foundation, was attended by more than 460 public health
practitioners and researchers, who had the opportunity to hear
41 oral presentations and view 50 poster presentations.

The original papers and posters for this conference were
chosen by a scientific program committee after a review of
submitted abstracts. Senior researchers in the field were also
invited to address key concerns in surveillance for early detec-
tion of outbreaks. All participants who presented papers or
posters at either the conference or at a preconference work-
shop were invited to submit manuscripts based on their pre-
sentations for publication in this Morbidity and Mortality
Weekly Report Supplement. Each manuscript was then reviewed
by at least two peer reviewers and final publication decisions
were made by an editorial committee. Many of the articles are
considerably different from the material originally presented
at the conference. Certain authors updated their findings, and
others were asked to revise their papers into descriptions of
syndromic surveillance systems. Other presenters chose to
submit only abstracts. Papers are presented here in the follow-
ing order: system descriptions, research methods, evaluation,
and public health practice.

In addition to these reports, other resources on syndromic
surveillance are available. The proceedings of the 2002
National Syndromic Surveillance Conference were published

in the Journal of Urban Health (accessible at http://jurban.oup
journals.org/content/suppl_1/index.shtml). In May 2004, a
revised Framework for Evaluating Public Health Surveillance
Systems for Early Detection of Outbreaks was published (MMWR
2004;53[No. RR-5]). An annotated bibliography of published
papers and other Internet-accessible materials has been devel-
oped and is maintained monthly on a CDC website (http://
www.cdc.gov/epo/dphsi/syndromic/index.htm). An Internet-
based forum (http://syndromic.forum.cdc.gov) was established
for discussion of topics related to syndromic surveillance and
was used to distribute answers to audience questions raised at
the conference. A related forum (htep://surveval.forum.cdc.
gov) has been maintained for discussion of topics related to
surveillance system evaluation. Finally, the website of the
Annual Syndromic Surveillance Conferences (http://www.
syndromic.org) includes links to recent news and scientific
articles about syndromic surveillance, oral and poster presen-
tations and workshop materials from past conferences, and
notices of upcoming conferences. The third National
Syndromic Surveillance Conference is planned for November
3—4, 2004, in Boston, Massachusetts.

The editorial committee acknowledges the work of the sci-
entific planning committee: Dennis Cochrane, Christine
Hahn, Patrick Kelley, Martin Kulldorff, John Loonsk, David
Madigan, Richard Platt, and Don Weiss. The committee is
also grateful for the support and efforts of the following staff
members in conducting this conference and developing this
Supplement: Alan Fleischman, Irv Gertner, and Jessica
Hartman, New York Academy of Medicine; Rick Heffernan,
New York Department of Health and Mental Hygiene; and
Alan Davis, Division of Public Health Surveillance and
Informatics, Epidemiology Program Office, CDC; Valerie
Kokor, Division of International Health, Epidemiology Pro-
gram Office; and Stephanie Malloy, Jeffrey Sokolow, and
Malbea LaPete, MMWR, Epidemiology Program Office, CDC.
Special thanks are given to JoEllen DeThomasis, Division of
Applied Public Health Training and Division of Public Health
Surveillance and Informatics, Epidemiology Program Office,
CDC, who coordinated the preparation of these reports.

— The Editorial Committee
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What is Syndromic Surveillance?

Kelly J. Henning
New York City Department of Health and Mental Hygiene, New York, New York
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Absitract

Innovative electronic surveillance systems are being developed to improve early detection of outbreaks attributable to biologic
terrorism or other causes. A review of the rationale, goals, definitions, and realistic expectations for these surveillance systems is a
crucial first step toward establishing a framework for further research and development in this area. This commentary provides
such a review for current syndromic surveillance systems.

Syndromic surveillance has been used for early detection of outbreaks, to follow the size, spread, and tempo of outbreaks, ro
monitor disease trends, and to provide reassurance that an outbreak has not occurred. Syndromic surveillance systems seek to use
existing health data in real time to provide immediate analysis and feedback ro those charged with investigation and follow-up of
potential outbreaks. Optimal syndrome definitions for continuwous monitoring and specific data sources best suited to outbreak
surveillance for specific diseases have not been determined. Broadly applicable signal-detection methodologies and response proto-
cols that would maximize detection while preserving scant resources are being sought.

Stakeholders need to understand the advantages and limitations of syndromic surveillance systems. Syndromic surveillance
systems might enhance collaboration among public health agencies, health-care providers, information-system professionals, aca-
demic investigators, and industry. However, syndromic surveillance does not replace traditional public health surveillance, nor

does it substitute for direct physician reporting of unusual or suspect cases of public health importance.

Introduction

The desire to expand and improve upon traditional meth-
ods of public health surveillance is not new. Even before the
2001 terrorist attacks on the United States and the subsequent
anthrax outbreak, public health officials had begun to enhance
detection of emerging infections and illnesses caused by bio-
logic agents. A primary objective of a 1998 CDC plan was to
develop programs for early detection and investigation of out-
breaks (7). CDC’s 2000 strategic plan for biologic and chemical
preparedness called for early detection by integrating terror-
ism preparedness into existing systems and developing “new
mechanisms for detecting, evaluating, and reporting suspi-
cious events” (2). Although the need for innovative surveil-
lance techniques had already been identified, the anthrax
outbreak after Bacillus anthracis spores were released through
the mail in 2001 (3) accelerated the implementation of
syndromic surveillance systems across the United States. An
overview of the location and scope of the earliest systems imple-

mented before and after fall 2001 has been published (4).

Goals and Rationale

Although syndromic surveillance was developed for early
detection of a large-scale release of a biologic agent, current

surveillance goals reach beyond terrorism preparedness.
Medical-provider reporting remains critical for identifying un-
usual disease clusters or sentinel cases. Nevertheless, syndromic
surveillance might help determine the size, spread, and tempo
of an outbreak after it is detected (5), or provide reassurance
that a large-scale outbreak is not occurring, particularly in
times of enhanced surveillance (e.g., during a high-profile
event). Finally, syndromic surveillance is beginning to be used
to monitor disease trends, which is increasingly possible as
longitudinal data are obtained and syndrome definitions re-
fined.

The fundamental objective of syndromic surveillance is to
identify illness clusters early, before diagnoses are confirmed
and reported to public health agencies, and to mobilize a rapid
response, thereby reducing morbidity and mortality. Epidemic
curves for persons with earliest symptom onset and those with
severe illness can be depicted graphically (Figure). The time
between symptom onset for an increasing number of cases
caused by deliberate release of a biologic agent and subsequent
patient visits to a health-care facility resulting in a definitive
diagnosis is represented by # Syndromic surveillance aims to
identify a threshold number of early symptomatic cases,
allowing detection of an outbreak # days earlier than would
conventional reporting of confirmed cases. The ability of
syndromic surveillance to detect outbreaks earlier than con-
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FIGURE. Syndromic surveillance —rationale for early detection

Severe illness

Symptom onset

Release

Number of cases

T
8 9 10 11 12 13 14 15 16 17
Days

*t = time between detection by syndromic (prediagnostic) surveillance and
detection by traditional (diagnosis-based) surveillance.

ventional surveillance methods depends on such factors as the
size of the outbreak, the population dispersion of those af-
fected, the data sources and syndrome definitions used, the
criteria for investigating threshold alerts, and the health-care
provider’s ability to detect and report unusual cases (6). CDC’s
framework for evaluating public health surveillance systems
for early detection of outbreaks should be useful for compar-
ing syndromic surveillance across jurisdictions and for evalu-
ating system performance (7).

Specific definitions for syndromic surveillance are lacking,
and the name itself is imprecise. Certain programs monitor
surrogate data sources (e.g., over-the-counter prescription sales
or school absenteeism), not specific disease syndromes. Mean-
while, certain well-defined disease or clinical syndromes (e.g.,
hemolytic uremic syndrome or Kawasaki’s syndrome) are not
included in syndrome definitions, often leading to confusion
about what “syndromic” surveillance actually monitors.
Diverse names used to describe public health surveillance sys-
tems for early outbreak detection include

* carly warning systems (8,9);

* prodrome surveillance (10);

* outbreak detection systems (11);

* information system-based sentinel surveillance (12);

* biosurveillance systems (13-15);

e health indicator surveillance (/6); and

* symptom-based surveillance (17).

However, syndromic surveillance is the term that has persisted.

In defining syndromic surveillance, certain authors have
emphasized the importance of monitoring the frequency of
illnesses with a specific set of clinical features (18), a defini-
tion that does not account for nonclinical data sources. Oth-
ers have emphasized the importance of prediagnostic data to
estimate a community’s health status, particularly by relying
on outpatient visits (/9). Inherent in the use of existing elec-
tronic data to describe prediagnostic health indicators is the
central role of timeliness in the analysis, detection, and inves-
tigation of alerts. Perhaps the most comprehensive definition

to date, and likely the one to be broadly adopted, is provided
by CDC’s evaluation framework, which describes syndromic
surveillance as “an investigational approach where health de-
partment staff, assisted by automated data acquisition and gen-
eration of statistical alerts, monitor disease indicators in
real-time or near real-time to detect outbreaks of disease ear-
lier than would otherwise be possible with traditional public
health methods” (7).

Syndromic surveillance systems vary by their planned dura-
tion and their manner of acquiring data (Table). Short-
duration, event-based systems are usually used to provide
enhanced surveillance around a discrete event (e.g., the Olym-
pic Games or a national political convention) (20,23). His-
torically, these short-term syndromic surveillance projects,
sometimes termed drop-in surveillance, have required medical
providers or others to collect nonroutine information (20).
More recent event-based surveillance systems have relied on
rapid implementation of electronically transferred data (23).
Manual data entry, which occurred after September 11, 2001,
in 15 New York City emergency departments (EDs), is diffi-
cult to sustain (27). Using pre-existing health data for
syndromic surveillance offers immediate accessibility and poses
limited burden to providers and health-care institutions.

Categorizing symptoms and diagnoses into syndromes is a
fundamental component of syndromic surveillance systems
that use clinical data sets. Although the majority of investiga-
tors have devised broad categories aimed at early detection of
biologic terrorism, validation of syndrome definitions is only
beginning. Respiratory, gastrointestinal, rash, neurologic and
sepsis syndromes have been monitored consistently (19,22).
Because numerous ED and outpatient settings have Interna-
tional Classification of Diseases, Ninth Revision, Clinical Modi-
fication (ICD-9-CM) data available electronically, ICD-9-CM
codes have been used to categorize syndromes. To facilitate
comparability between surveillance systems, a CDC working
group published lists of candidate syndrome groups based on
ICD-9-CM codes (27). The usefulness of ICD-9-CM codes
compared with other data streams, particularly with regard to
the data’s timeliness, requires evaluation by each surveillance
program.

Syndromic surveillance focuses on the early symptom (pro-
drome) period before clinical or laboratory confirmation of a
particular disease and uses both clinical and alternative data
sources (Box). Strictly defined, syndromic surveillance gath-
ers information about patients’ symptoms (e.g., cough, fever,
or shortness of breath) during the early phases of illness. How-
ever, in practice, certain syndromic surveillance systems col-
lect surrogate data indicating early illness (e.g., school or work
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TABLE. Types of syndromic surveillance — selected characteristics, advantages, and disadvantages

Surveillance type Selected characteristics

Advantages

Disadvantages

Event-based surveillance
Drop-in (20,21) Active
Defined duration
Emergency departments (EDs)
Large clinics

Sustained surveillance

Manual (22) Active and passive

Fax-based reporting

ED triage staff typically log and tally sheets
Electronic (8,19,23,24) Passive

Automated transfer of hospital (usually

ED triage or diagnosis) or outpatient data
Use of data collected for other purposes

Data mining of large collections or from
multiple sources

Novel modes of collection (25) Passive

Hand-held or touch-screen devices
Novel data sources (26) Active and passive
Medical examiner data

Unexplained death or severe illness data

Develop relationships with ED staff
and infection-control professionals
Transportable to various sites

Develop relationships with hospital
staff

Easy to initiate

Detailed information obtainable

Can be scalable

Requires minimal or no provider input
Data available continuously

Data are standardized

Easy to use; rapid provider feedback;
can post alerts and information

Clearly defined syndrome
Can be supplemented with laboratory
data

Labor-intensive
Not sustainable
Not scalable

Labor-intensive
Difficult to maintain

24 hours, 7 days/week
Not sustainable

Need programming and
informatics expertise
Confidentiality issues

Requires provider input
Not sustainable

Not an early warning

Unclear whether it can be
rapidly and broadly
expanded

absenteeism data or veterinary data such as unexpected avian
deaths or other potential precursors of human illness). Alter-
native data sources have potential problems, including a pre-
sumed low specificity for syndromes of interest, high
probability of influence by factors unrelated to personal health
(e.g., weather or holidays), and difficulty in retracing data ab-
errations to individual patients. Despite these qualifiers, the
optimal system might be one that integrates data from mul-
tiple sources, potentially increasing investigators’ confidence
in the relevance of an alert from any single data source.

Analytic Methods
for Signal Detection

The analytic challenge in using syndromic surveillance for
outbreak detection is to identify a signal corresponding to an
outbreak or cluster amid substantial “background noise” in the
data. Syndromic surveillance systems use an array of aberration-
detection methods to identify increases in syndromes above
predetermined thresholds. However, signal-detection methods
have not yet been standardized. Temporal and spatio-temporal
methods have been used to assess day-to-day and day and place
variability of data from an expected baseline (27,28).

BOX. Potential data sources for syndromic surveillance

Clinical data sources

Emergency department (ED) or clinic total patient volume
Total hospital or intensive-care—unit admissions from ED

ED triage log of chief complaints

ED visit outcome (diagnosis)

Ambulatory-care clinic/HMO outcome (diagnosis)
Emergency medical system (911) call type
Provider hotline volume, chief complaint

Poison control center calls
Unexplained deaths

Medical examiner case volume, syndromes

Insurance claims or billing data

Clinical laboratory or radiology ordering volume

Alternative data sources
School absenteeism
Work absenteeism

Over-the-counter medication sales

Health-care provider database searches
Volume of Internet-based health inquiries by the public

Internet-based illness reporting
Animal illnesses or deaths
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Response Protocols

Response protocols for investigating syndromic surveillance
alerts are under development by multiple programs. Obstacles
to effective, efficient follow-up include the difficulty of predict-
ing how well the syndromes themselves correlate with target
diseases under surveillance; the extremely low positive predic-
tive value of any given signal based on the high level of system
sensitivity; and investigators™ relative lack of experience with
syndromic surveillance under real-world conditions (30).

Programmatic requirements for effective signal response
(e.g., documented procedures; staff with appropriate exper-
tise; 24-hour/day, 7-day/week analysis and response; and plans
for information dissemination) are complex. Certain circum-
stances surrounding an alert might prompt rapider investiga-
tion, including clustering of cases by location; severe
symptoms; unexplained deaths; sudden, substantial case num-
bers; simultaneous alerts from multiple data sources; or
restriction of an alert to a particular population (e.g., age group
or sex) (31). Diagnostic confirmation is a paramount step in
investigating alerts, particularly given the nonspecific nature
of certain syndrome categories. Developing protocols to ad-
dress alerts from data sources in which individual cases are
unidentifiable (e.g., over-the-counter medication sales) is par-
ticularly challenging.

Perspectives and Challenges

Distinguishing those points on which multiple investiga-
tors agree from those that are less well-delineated might be
helpful in defining realistic expectations for syndromic sur-
veillance. Investigators usually agree on the following:

* Syndromic surveillance is being used in numerous states
and localities to detect a potential large-scale biologic
attack.

* Pre-existing electronic health data will likely become
increasingly available, thereby enhancing system devel-
opment.

* Syndromic surveillance does not replace traditional pub-
lic health surveillance.

* Syndromic surveillance is unlikely to detect an individual
case of a particular illness.

* Syndromic surveillance cannot replace the critical contri-
bution of physicians in early detection and reporting of
unusual diseases and events.

Although syndromic surveillance’s ability to detect a
terrorism-related outbreak earlier than traditional surveil-
lance remains unknown, it will likely be useful for defining
the scope of an outbreak, providing reassurance that a large-

scale outbreak has not occurred, and conducting surveillance
of noninfectious health problems (e.g., monitoring nicotine
replacement therapy sales following tobacco-tax increases).
However, integral components of syndromic surveillance
require additional research and evaluation, including the
following;:

* defining optimal data sources;

* evaluating appropriate syndromic definitions;

¢ standardizing signal-detection methods;

* developing minimally acceptable response protocols;

* clarifying the use of simulation data sets to test systems;

and

* advancing the debate regarding resource commitment for

syndromic versus traditional surveillance.

On a broader policy level, defining the role of academic
partners in bridging any potential analytic gaps, defining the
role and scope of a national syndromic data repository, and
developing policy for integrating laboratory testing and labo-
ratory information systems with syndromic surveillance are
on the horizon.
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Absitract

Syndromic surveillance aspires to achieve rapid outbreak detection and response, but stand-alone systems not integrated into
local business processes might fail to offer better health outcomes. To describe how surveillance can most directly serve action, the
author presents a model of local public health work as a series of outcome-driven business processes consisting of information
input, information processing, actions, and outcomes. This report derives lessons for improving each of these elements from public
health emergencies occurring in Milwaukee, Wisconsin. Lessons for improving input include 1) creatively mining internal or
readily accessible information; 2) integrating information flow into routine business practices before an emergency; 3) reusing
information in multiple business processes, and ensuring that information-management systems enable such recycling; 4) fostering
relationships with information providers by reducing burdens and meeting their needs; and 5) using agile tools to focus surveil-
lance on pressing problems. Lessons for better processing include 1) combining diverse information in well-organized visual
displays (‘surveillance dashboards”); 2) creating alerts that warn of unusual patterns; 3) using Internet tools to view and share
information on demand; 4) using diverse expertise to interprer complex information; 5) assembling surveillance so as to be
scalable (from local to global); and 6) ensuring sufficient environmental, laboratory, and clinical capacity for rapid confirmation
and response. Lessons for linking surveillance to more efficient action include 1) building surveillance directly into response plans;
2) feeding surveillance information directly into response systems; and 3) employing those information and communications
systems used in daily practice to the greatest extent possible. Using surveillance information systematically in outcome-driven
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business processes can improve emergency response while building day-to-day organizational effectiveness.

Introduction

Public health surveillance has been defined as “the ongoing
collection, analysis, interpretation, and dissemination of data
regarding a health-related event for use in public health
action to reduce morbidity and mortality and to improve
health” (7). The primary goal of surveillance is to support
action. Because surveillance of established diagnoses might be
too slow or insensitive to initiate timely countermeasures, the
threats of biologic terrorism and emerging infections (e.g.,
severe acute respiratory syndrome [SARS]) have spurred
interest in syndromic surveillance of near real-time illness
indicators (e.g., chief complaints, laboratory test orders, and
absenteeism). In addition to its new relevance for homeland
security, syndromic surveillance or case management has been
used to track influenza, polio, and sexually transmitted dis-
eases for which laboratory confirmation is impractical (2—4).

Excellent criteria have been proposed for determining
whether syndromic surveillance systems provide reliable, use-
ful information to decision-makers. (5). Different consider-
ations are required to determine whether a system facilitates
rapid, effective action, whether a system can be sustained, and
whether it will be used in an actual emergency. Answers
depend on how well surveillance is integrated into the

day-to-day work of local public health agencies (LPHAs). Local
professionals are best situated to validate a suspected threat
(by rapid assessment of local health-care, environmental, and
laboratory information); define the evolving direction of the
threat and who is at risk (by interpreting local information on
place, time, occupation, and environmental conditions);
notify and mobilize the most immediately affected parties;
and offer timely, locally relevant risk communications. State
and federal resources can help but cannot supplant local knowl-
edge and relationships.

LPHAs are typically small but complex organizations work-
ing simultaneously on multiple desired community outcomes
(e.g., improvements in infant nutrition, food safety, tobacco
use, elder quality-of-life, or communicable disease). Work
toward each outcome can be viewed as a series of business
processes (Figure 1) in which information mput (e.g., a refer-
ral, an inspection, a survey, a client assessment, or a disease
report) is processed to reach an action decision. Actions (e.g.,
issuing a WIC coupon, a sanitation order, a citation for
tobacco sales to minors, or an isolation order; conducting a
home visit; or writing a prescription) aim to improve a popu-
lation outcome. A community that tracks outcomes (e.g., teen-
age smoking rates) quantitatively also uses this information as
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FIGURE 1.The work of public health represented as a series
of business processes in which information inputs* are
translated to actions toward a desired set of outcomes’

I .. | Outcomes
.| (measured)
Action (output)
: Business
: process
Processing
Other i Other
business business
processes processes

Input

® Data

* One piece of information can serve as input for multiple business processes
(e.g., a report of a death might prompt a communicable disease
investigation, a death certificate, and collection of a death certificate

N processing fee).

The business-process model of local public health work was developed
by Stephen Downs, Seth Foldy, Peter Kitch, Patrick O'Carroll, and David
Ross at a meeting on information modeling for public health practice
sponsored by the Robert Wood Johnson Foundation, Denver, Colorado,
October 13, 2004.

input, creating a feedback loop to adjust the type, quality, or
quantity of actions.

An efficient organization will apply one piece of informa-
tion to multiple business processes. For example, a patient
address received in a disease report can be used to dispatch an
investigator, locate household contacts, issue an isolation order,
and map an outbreak.

This idealized, informatic view of public health emphasizes
the importance of considering how information is most effec-
tively converted into action. Too often, information collection
is emphasized over information use. Poorly processed infor-
mation produces information glut and unread reports. Par-
ticularly when all staff are responding to an emergency,
surveillance information must feed multiple action processes
simultaneously (e.g., case finding, specimen collection, labo-
ratory reporting, outbreak characterization [person-place-time
patterns], isolation and quarantine, environmental surety, and
risk communications).

Various public health emergencies helped the Milwaukee
(Wisconsin) Health Department (MHD) learn to integrate
surveillance into well-organized business processes serving both
emergency and everyday functions. This report describes these
experiences and summarizes lessons that can help improve
syndromic surveillance systems.

Linking Surveillance to Outcomes —
Local Experience

In 1993, approximately 400,000 Milwaukee-area residents
were sickened by a waterborne outbreak of cryptosporidiosis,
a then-emerging disease for which reporting was not man-
dated and testing rarely performed. Although drinking water
turbidity levels increased 10 days before reported onset of
symptoms, the outbreak was recognized only after shortages
of diarrhea medications and enteric culture media were
reported (6). At the time, different agencies held information
(e.g., on water turbidity, customer complaints, and employee
or student absenteeism) that, viewed together, might have
alerted authorities to the outbreak earlier.

After the outbreak, MHD initiated surveillance of water
quality, pharmacy sales, and diarrhea in nursing facilities. Four-
teen LPHAs in Milwaukee County established a single
disease-reporting site (SurvNet) to simplify reporting, improve
outbreak recognition, and increase communication and feed-
back regarding public health trends to clinicians and labora-
tories (data reporters). An interagency task force was formed
to monitor and improve water quality and to compile and
interpret all available information when concerns arose. MHD
upgraded clinical and environmental microbiology capabili-
ties and established fax-broadcast and Internet-based commu-
nication with laboratories, physicians, infection-control
practitioners, and emergency departments (EDs). Debriefings
held after each outbreak identified needed changes in policy
or procedures. MHD adopted a community outcome goal of
20 reportable enteric infections/100,000 residents (adapted
from Healthy People 2010 goal 10-1) (7).

These improvements helped speed effective response in 2000
when a nurse contacted SurvNet about four children from
three health jurisdictions who had suspected but unconfirmed
Escherichia coli O157:H7 infection. Patient interviews identi-
fied a restaurant, which was rapidly inspected and closed.
Broadcasts to clinicians and laboratories provided diagnostic,
treatment, and prevention advice and resulted in rapid identi-
fication of additional cases. Evidence from rapidly performed
epidemiologic, environmental, and laboratory investigations
demonstrated conclusively that processing of contaminated
whole-beef cuts could cause sustained disease transmission in
restaurants, which helped change national food policy (8). In
this instance, one telephone call arising from clinical suspi-
cion triggered rapid action and comprehensive investigation
and contributed to health-policy change. Each such success
increases interest and confidence in public health surveillance
among clinicians and other reporters of public health
information.
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The health effects of a 1995 Milwaukee heat wave were rec-
ognized belatedly after the medical examiner was overwhelmed
by investigations of heat-related deaths (9). An extreme-heat
plan was created, under which action is triggered by an envi-
ronmental signal (weather forecast) and further accelerated if
heat illness is observed by emergency medical services (EMS)
or the medical examiner (/0). MHD uses communications
tools developed for outbreaks to alert multiple human service
agencies to take planned action to protect those at greatest
risk (9,11). The plan is updated annually and available con-
tinuously online. Heat-adjusted morbidity and mortality were
reduced by 50% during a 1999 heat wave, compared with
1995 (12).

In 1999, local hospitals established EMSystem®a regional
emergency medicine Internet (REMI) application that enables
EDs to communicate when they must divert ambulances.
When too many EDs simultaneously signal diversion, the
paramedic system overrides diversion, generating an e-mail/
text-page alert. In January 2000, REMI data were used to
track influenza-related ED congestion, and a Health Care
Capacity Alert Committee was formed (including public
health, EMS, medical, and hospital representatives) to issue
recommendations to ease ED crowding (/3). In fall 2000, an
unusual volume of diversion-override text pages alerted MHD
to severe ED congestion, months before influenza season.
Review of REMI data indicated that congestion was prima-
rily attributable to inpatient bed shortages. Committee rec-
ommendations to adjust vacation leave, facilitate timely
discharge, and control elective admissions were followed in 2
days by a rapid decline in ED diversions.

REMI data were later used to justify a regulatory waiver
permitting medical/surgical use of rehabilitation and psychi-
atric beds during the 2000-01 influenza season. REMI pro-
vided unexpected but useful surveillance information on
health-care utilization and capacity that, linked to action,
helped build stronger relationships between public health pro-
fessionals and health-care providers.

MHD adapted REMI in 2000 for heat-illness surveillance
during heat waves and in 2002 for short-term surveillance of
biologic terrorism syndromes during international-profile
sporting events (14). This helped MHD establish multi-ED
surveillance for SARS 3 days after CDC urgently requested
surveillance in 2003. After successful deployment in Milwau-
kee, the SARS screening form was downloaded for use by
hundreds of clinicians. Because the REMI application was
then used in >25 cities, SARS surveillance was offered to other
jurisdictions; 27 EDs reported surveillance of >146,500 visits
to LPHAs in four states, and CDC staff were able to down-
load these data for aberration analysis. REMI permitted agile

deployment of a new syndromic surveillance system across
widely distributed jurisdictions (75).

In summer 2003, SurvNet received a report of a febrile blis-
ter illness in an animal dealer associated with sick prairie dogs.
Wisconsin authorities linked this report to a similar case else-
where in the state, triggering immediate trace-forward and
trace-back investigation of animal sales. The illness was sub-
sequently diagnosed as the hemisphere’s first outbreak of
monkeypox. Action to protect the public began before
diagnosis. However, lack of interoperable data systems
impeded information-sharing among the many health and
veterinary agencies involved across multiple states.

Lessons Learned — Linking Better
Surveillance to Better Action
and Ovutcomes

These experiences indicated that 1) more syndromic infor-
mation (input) is available than typically used, 2) informa-
tion processing can improve the timeliness and quality of
decision-making, and 3) action can be accelerated by good
information-management practices. Recommendations follow
for better integrating surveillance information into each of
these business process steps (input, processing, and action).

Improving the Input

LPHAs can easily increase the type, quality, and sustainability
of surveillance by 1) mining information from daily business
processes found within or near the organization; 2) integrat-
ing information flow into routine business practices before an
emergency; 3) reusing information in multiple business pro-
cesses, and ensuring that information-management systems
enable such recycling; 4) fostering relationships with infor-
mation providers by reducing burdens and meeting their needs;
and 5) using agile tools to focus surveillance on pressing prob-
lems.

Within local agencies, diverse information streams on symp-
toms, environmental conditions (e.g., heat, water quality, and
animal illness), health-care utilization (e.g., prescriptions, labo-
ratory orders, ambulance diversion, and 911 dispatch calls),
and behaviors (e.g., absenteeism or travel) are often readily
available. Internal information sources might be as useful as
more elaborate data gathering (e.g., MHD uses routine food-
safety inspections to track the number of restaurants permit-
ting smoking). Other local entities (e.g., the water utility or
fire/EMS) also possess important, readily available informa-
tion. Finally, the Milwaukee examples illustrate how environ-
mental, health-care utilization, and other types of data can
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provide earlier warning or more robust validation of prob-
lems than clinical signs and symptoms alone. For surveillance
of waterborne Cryptosporidium, heat-related illness, and
monkeypox, environmental information provided longer alert
lead-times than clinical findings.

Although syndromic surveillance is often inspired by emer-
gencies, an emergency is not the best time to begin work with
unfamiliar information. Without daily practice, systems can
fall into disuse and might complicate emergency response as
much as facilitate it. Ideally, surveillance systems are both
derived from and support daily local public health operations,
thereby strengthening relationships and communications,
which become even more critical during emergencies.

The health agency that uses every datum for multiple pur-
poses can improve alertness and effectiveness at minimal cost.
Ideally, information is “entered once, used often,” instead of
being locked inside applications and unavailable for reuse. Vari-
ous Internet applications collect information but do not per-
mit local analysis of entered data. Internet-served applications
also often fail to permit uploading of information from a lo-
cal agency’s own information-management system. This re-
sults in duplicate entry, poorer data quality, and difficulty using
or reusing information efficiently or creatively. These consid-
erations support the argument for full and rapid implementa-
tion of CDC’s Public Health Information Network (PHIN)
(16) vision of interoperable applications that truly exchange
rather than hoard health information.

The quality and quantity of surveillance information relies
on the willingness of busy people to provide it. One way to
improve surveillance is to make it less burdensome. Combin-
ing disease reporting for 14 jurisdictions in SurvNet made
reporting easier, while also increasing the surveillance catch-
ment area and exploiting economies of scale for more sophis-
ticated data management. Calling one reporting site often
instead of 14 infrequently helped infection-control profession-
als build relationships with SurvNet staff; such relationships
can increase willingness to share observations of uncertain sig-
nificance that enhance recognition of unusual outbreaks (e.g.,
monkeypox). However, such relationships are less likely within
an office covering 300 jurisdictions; therefore, appropriate
local scale remains important. Another way to minimize re-
porting burden is to use those communications tools already
used by health professionals in their own day-to-day work
(e.g., REMI) rather than expect busy professionals to log onto
stand-alone public health utilities (e.g., certain health alert
networks).

Eliminating altogether the need for conscious effort in
reporting is the goal of such surveillance initiatives as elec-
tronic laboratory reporting and secondary mining of health-
information-management systems. However, engaging health

providers in well-designed surveillance activities has other ben-
efits. The SARS screening form was designed to trigger infec-
tion-control protection as well as to alert public health. Its use
was also reported by ED managers to improve clinicians’
index of suspicion.

Providers are most likely to comply with surveillance when
it aids them in activities on which they place high value, such
as improving diagnosis. MHD attempts to issue timely situ-
ational alerts to cue clinicians to problems they might see in
their practices (e.g., heat-related illness during a heat wave,
biologic agents such as anthrax after September 11, 2001, or
E. coli infection during an outbreak). Such alerts help focus
surveillance while also helping clinicians appreciate that sur-
veillance provides, as well as demands, useful information.
Providing timely information that helps providers defend
themselves from infection (e.g., SARS), send the right test, or
offer special resources for affected patients also helps improve
awareness of the benefits of surveillance. Finally, providers
enjoy learning how surveillance contributes to healthy public
policies, not just to tables and graphs.

In a rapidly changing world, surveillance should be flexible
enough to focus on the most immediate threat, based on warn-
ings as diverse as weather forecasts, law-enforcement or inter-
national intelligence, global disease trends, or nearby outbreaks.
This flexibility requires agile tools for surveillance. Agility is
especially important for unexpected emerging diseases (e.g.,
SARS or monkeypox). Milwaukee EDs have become accus-
tomed to implementing temporary surveillance by using
REMI; the threat of the day might change, but the system
used remains familiar. Networks of providers or laboratories
already engaged in one surveillance system (e.g., for influenza-
like illness) might also be amenable to participating in emer-
gency surveillance for other agents, providing another source
of agile surveillance.

Improving Processing

Surveillance information must be processed in a timely,
meaningful way for providers to be guided by knowledge
instead of overwhelmed with data. Effective processing is aided
by 1) combining diverse information in well-organized visual
displays (“surveillance dashboards”); 2) creating alerts that warn
of unusual patterns; 3) using secure Internet sites to view and
share information on demand; 4) using diverse expertise to
interpret complex information; 5) assembling surveillance so
as to be scalable (from local to global); and 6) ensuring suffi-
cient environmental, laboratory, and clinical capacity for con-
firmation and response.

Each different surveillance information stream provides only
a fragmentary view of a complex world. The cryptosporidiosis
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outbreak illustrated how assembling and comparing different
types of existing information might be more important than
collecting new information. Fragmented views occur not only
between organizations but just as often within a single agency.
Until recently, different MHD units produced or received sta-
tistics on pneumonia and influenza deaths, influenza-like ill-
ness, and influenza laboratory cultures, but the agency had
no single coherent view of respiratory illness. Creating a single
visual display of all three types of data on a common time axis
and mounting it on the Internet enabled MHD to transform
little-used data into rich knowledge for multiple users, acces-
sible on demand, day or night (Figure 2).

Sharing different expertise might be as important as shar-
ing different information. Milwaukee’s Health Care Capacity
Alert Committee and Water-Health Taskforce are multi-
disciplinary, multiagency groups that interpret and act on
complex information. The Taskforce meets monthly for other
tasks, which keeps it functioning smoothly, and convenes in
response to unusual information or situations.

Scale is important, but optimum scale varies from one situ-
ation to another. Milwaukee’s SurvNet one-stop reporting sys-
tem speeds detection of and response to outbreaks that cross
local jurisdictional boundaries, but the system might not rec-
ognize rare events if implemented statewide. The capacity to

FIGURE 2. Example of asurveillance “dashboard” that combines different types of
influenza-related data to enhance side-by-side analysis — Milwaukee Health

Department (MHD), 2001-2002

build scalable surveillance across regions and states is enhanced
by the growth of managed care networks, multiregional REMI
systems, multistate surveillance systems (e.g., FoodNet), and
the interoperable information environment promised by
PHIN. Combined with automated tools (e.g., SaT'Scan™ (17)
analysis) to test the significance of events over variable geo-
graphic and temporal scales, potential flexibility in the scale
of surveillance might approach infinity. However, more often
than not, local insight is needed to interpret local surveillance
information intelligently, which is why national and interna-
tional surveillance systems will only be as strong as their local
building blocks. Confirmation (and control) of suspected
events relies heavily on well-prepared clinical, laboratory, and
environmental expertise. Unless these local capabilities are in
place and integrated for rapid response, even the best and ear-
liest surveillance alert will fail to generate timely effective
action.

Faster, Surer Action

Better information inputs and processing matter only when
they lead to effective action. Effectiveness can be improved by
1) building surveillance directly into response plans; 2) feeding
surveillance information directly into emergency response sys-
tems; and 3) employing information and communication sys-
tems used for everyday practice to the
greatest extent possible.

Considerable time and effort can be

s saved when enhanced surveillance sys-
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* No Influenza B cases were reported for this period.

tems are specifically referenced in emer-
gency plans. For example, certain types
of health, environmental, or intelligence
- 16 data automatically trigger higher stages
of readiness in Milwaukee emergency
response plans. Ideally, information
from surveillance systems can directly
feed information systems used for emer-
gency response. For example, if a clus-
ter of persons with febrile vesicular rash
-8 is detected, the next steps (investigation,
laboratory diagnosis, isolation, and con-
tact tracing) each require similar infor-
mation, including names, addresses,
clinical information, employers, travel,
and contacts. Downloading such data
from surveillance systems directly
-0 into the line lists used for outbreak
investigation would reduce work and
improve data quality in a rapidly
evolving emergency.
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Emergencies are not optimal times to learn how to use un-
familiar information systems. To the extent possible, surveil-
lance and communications with community partners should
employ the same systems they use everyday, as close to the
point-of-service as possible. This again emphasizes the need
for information exchange between the systems used routinely
in clinical and public health settings, rather than forcing users
to switch to new systems.

Conclusion

Public health’s primary role goes beyond preparing for
intermittent emergencies to reducing the leading causes of
death, illness, and injury. If increased public health funding
for homeland security is short-lived, resulting surveillance sys-
tems will be most sustainable if they also address long-term,
common problems as well as extraordinary ones. Health
departments that set quantifiable community outcome goals
(e.g., to reduce enteric disease or smoking rates) place surveil-
lance at the core of all work, not just communicable disease
control. Syndromic and other surveillance systems that
become an integral part of day-to-day business processes
become indispensable. They don't just detect problems but
also measure successes and identify what works. This doubles
the value and sustainability of any surveillance system.
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Absitract

Syndromic surveillance is a rapidly evolving field within public health practice. Substantial experience has been gained in
learning how to conduct syndromic surveillance, informed by a growing body of research and practice, including refinement of
surveillance methods, development of new tools for analysis and evaluation, findings from statistical models and applied evalua-
tions, and expansion of syndromic surveillance to uses beyond preparedness for biologic terrorism. Despite these advances, addi-
tional evaluation is needed to help health departments determine whether to conduct syndromic surveillance. This paper summarizes
the lessons learned from the 2003 National Conference on Syndromic Surveillance, which provided a foundation for defining a
research and evaluation agenda and for developing preliminary guidance for public health agencies planning to implement

syndromic surveillance.

Introduction

Participants in the 2003 National Syndromic Surveillance
Conference were junior- and senior-level professionals from
multiple disciplines, including epidemiology, statistics,
informatics, health care, and public health practice. Confer-
ence presentations outlined the substantial progress that has
been made in understanding how to conduct syndromic sur-
veillance. Methods are being refined, and additional health
departments are gaining experience with syndromic surveil-
lance. However, additional evaluation is needed before guide-
lines can be developed to help other health departments decide
whether to conduct syndromic surveillance. This paper fol-
lows the outline used by the summary of the 2002 conference
(1) to summarize the lessons learned at the 2003 conference
and make recommendations for the future.

What Is Syndromic Surveillance?

The term syndromic surveillance describes the growing array
of surveillance methods aimed at early detection of epidemics
related to biologic terrorism. Although syndromic surveillance
originated before 2001, the field grew substantially after the
terrorist attacks of 2001 generated fears of future attacks. The
word syndromic has been applied because the majority of such
systems monitor different syndromes that might herald the early
stages of epidemics (2). Other syndromic surveillance systems
monitor health indicators of different actions persons might
take or consequences they might suffer (e.g., miss work, use
outpatient services, purchase medications, or require ambu-
lance transport for emergency care) from the early stages of

illness until death. Although certain syndromic surveillance
systems depend on manual data collection, the 2003 confer-
ence emphasized systems that use automated methods to har-
vest data stored electronically and then transmit and analyze
these data. The majority of presenters described ongoing sur-
veillance, not systems designed to operate only during
specific high-profile events.

The 2003 conference focused on describing the utility of
syndromic surveillance, which remains, primarily, the early
detection of an epidemic caused by deliberate release of a bio-
logic agent. Syndromic surveillance also enables public health
officials to provide reassurance that terrorism-related or other
epidemics are not occurring, to detect the onset of expected
seasonal upswings in viral respiratory and gastrointestinal
infections, to detect common epidemics, and to conduct
surveillance for a growing spectrum of health-related events.

Data Sources

Multiple data sources are being used for syndromic surveil-
lance, limited only by the imagination of investigators. These
sources can be classified into two broad categories: 1) clinical
data arising from the use of health-care services (e.g., emer-
gency department visits, clinic visits, or ambulance trip logs),
and 2) all other indicators (e.g., pharmacy sales, calls to emer-
gency numbers or information hotlines, and work or school
absentee rates). Multiple health departments use a combina-
tion of data sources that complement one another.

The benefits of clinical data are twofold. First, productive
relationships can arise between public health staff and clini-
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cians as they establish and conduct syndromic surveillance.
Second, the majority of clinical data sources enable investiga-
tors to follow up with individual patients when surveillance
detects an unusual trend. Nonclinical data can complement
clinical information by providing indicators of events (e.g.,
purchase of over-the-counter medications) that might occur
before persons seek health care, by describing groups not rep-
resented at selected clinical facilities, or by validating trends
observed in clinical data. One disadvantage of nonclinical data
sources is that they typically do not readily allow for follow-
up with affected persons.

Analytic Methods

Although various analytic methods are being used, two utili-
ties are emerging as the statistical workhorses of syndromic sur-
veillance: CDC’s Early Aberration Reporting System (EARS),
which detects unusual trends by time (3), and SaTScan™ (4), a
program originally developed for detection of cancer clusters
that identifies clustering by time and geographic location. As
described elsewhere in these proceedings, substantial work is
under way to develop new statistical methods for aberration
detection and to refine syndrome categories.

Evaluation of Syndromic
Surveillance Systems

After the 2002 conference, at which draft guidelines for evalu-
ating syndromic surveillance systems were introduced, CDC
engaged a panel to assist in revising these guidelines. A revised
draft was distributed to participants at the 2003 conference,
and the final version was published in Morbidity and Mortality
Weekly Report (5). The guidelines rely on established CDC rec-
ommendations for evaluating surveillance systems but
emphasize detection of epidemics rather than cases of illness.
Presenters at the conference used the guidelines to describe sur-
veillance systems and assess the balance between predictive value
(i.e., the likelihood that a statistical alert represents a problem
of public health importance) and sensitivity and timeliness
(i.e., the likelihood that all epidemics are detected at the ear-
liest possible stages).

Investigation of Signals

After being established, a syndromic surveillance system will
inevitably generate alerts, indicating that a monitored indica-
tor has surpassed a statistical threshold. When this happens,
someone (typically an epidemiologist working in a local pub-
lic health department) must decide whether, or to what extent,

an investigation is warranted. Multiple conference presenters
described their experiences with responding to signals, illus-
trating both the science and art of syndromic surveillance.
Practitioners are developing graduated approaches to follow-
up, ranging from closer examination of surveillance data to
aggressive field investigation. They also report developing a
sense of when signals merit more or less aggressive reactions.
Certain practitioners wait to see whether aberrant trends per-
sist for >1 day; others wait until more than one data source
yields a signal before responding more aggressively. These vary-
ing approaches highlight the hard-to-quantify local rules that
are evolving to maximize predictive value while minimizing
losses in timeliness or sensitivity. What is known is that statis-
tical alerts are common, certain alerts represent true public
health emergencies, and substantial work is needed to charac-
terize and quantify the relation between the presence or
absence of an alert and the presence or absence of an outbreak.

Protecting Confidentiality

Protecting confidentiality while maximizing the usefulness
of surveillance raises concerns regarding public health law,
surveillance procedures, and relationships with the public. In
the arena of public health law, one of the most important
events of 2003 was the implementation of the Privacy Rule of
the Health Insurance Portability and Accountability Act of
1996 (HIPAA). HIPAA governs the ways that health-care pro-
viders can share patient information but provides specific
exemptions that allow for reporting of confidential health
information to public health agencies for surveillance and other
authorized disease prevention and control purposes (6). Cli-
nicians, health-care managers, public health officials, and their
attorneys are struggling to achieve an understanding of HIPAA,
including how the provisions for reporting to public health
agencies apply to syndromic surveillance. The distinction
between syndromic surveillance, which is a public health prac-
tice and thus exempt from certain HIPAA privacy provisions,
and research, which is governed differently under HIPAA, has
emerged as a key concern. Presenters at the 2003 conference
described certain successes in conducting surveillance in the
HIPAA era but also reported difficulties.

Virtually all syndromic surveillance systems shun the col-
lection of names or other identifiable information to ensure
that privacy and confidentiality are not violated in the event
of a security lapse. Systems also use multiple methods to
encrypt data and ensure secure transmission and storage. Cer-
tain clinical systems assign numbers to patient-level surveil-
lance records and provide only those numbers in reports to
health departments so that identifying information is retained
by the individual health-care facility. For those systems, any
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follow-up investigation is conducted through and with the
assent of reporting site staff, who control access to identifying
information. Other systems limit the detail reported to
decrease the likelihood that patients will be identified inap-
propriately. Together, such measures reflect adherence to two
principles in public health surveillance: collect information
judiciously, and collect and retain identifying information as
locally as possible. When describing syndromic surveillance
systems based on automatic medical record systems, confer-
ence presenters referred to this practice as “the distributive
data model” () because access to data is distributed in a man-
ner commensurate with the respective roles of care providers
and public health staff. The result is that epidemiologists have
information needed to monitor community-level trends in
selected syndromes. If surveillance indicates that further
investigation is warranted, including review of individual
patient records, then access can be requested from the health-
care providers.

Long-term public support for syndromic surveillance will
depend on both the public’s perception that public health
agencies are responsible stewards of any information with
which they are entrusted, and on the perception that syndromic
surveillance serves a useful public good. Thus, public health
agencies must be diligent in communicating with the public
about the utility of syndromic surveillance and about their
strategies for protecting health information.

National and Local Data

Health departments seeking to establish syndromic surveil-
lance can either develop data sources locally or tap national
systems that provide local information. The question is no
longer one of selecting one source versus another but of deter-
mining the right mix of local and national sources (e.g., the
systems offered by the Real-Time Outbreak Disease Surveil-
lance System group at the University of Pittsburgh [8] or the
resources being developed by CDC under its BioSense pro-
gram [9]). A critical question concerning these national sources
is whether they will allow for rapid local follow-up with facili-
ties or patients when they yield an aberrant signal that merits
investigation.

Who Owns Syndromic Surveillance?

The question of who “owns” syndromic surveillance was
raised at the 2002 conference because the leadership roles of
different governmental, academic, and private participants
were unclear (7). As demonstrated by presenters at the 2003
conference, innovative projects are being conducted or sup-
ported by multiple entities, including local, state, and national

agencies; the U.S. Department of Defense; the U.S. Depart-
ment of Homeland Security; and the U.S. Department of
Health and Human Services. National coordination is increas-
ingly being provided by CDC, as evident from its role in
coordinating the development of evaluation guidelines and
syndrome definitions, implementing BioSense, supporting
national pilot projects, and providing state funding for
surveillance under its terrorism-preparedness program.

Multiple Uses
for Syndromic Surveillance

Compared with the 2002 conference, the 2003 meeting
included considerably less discussion of whether syndromic
surveillance, traditional surveillance, or astute clinicians would
most likely be the first to detect an epidemic. Instead, the
emphasis was on interactions among different epidemic-
detection strategies, including how syndromic surveillance can
alert clinicians to community trends and improve their diag-
nostic assessments (/0). Syndromic surveillance and the use-
fulness of the resulting information can foster better relations
among health departments, clinicians, and laboratorians,
thereby enhancing the reporting of notifiable diseases or
suspected clusters.

Another difference during the 2003 conference was that
greater attention was given to nonterrorism-related applica-
tions of syndromic surveillance, for multiple reasons. In 2002,
the events of 2001 were much fresher in our minds. Since
2001, the United States has not suffered another domestic
terrorist attack, and the public’s fears about domestic terror-
ism as the nation prepared for war in Iraq have not been real-
ized. When the Federal government directed resources toward
terrorism preparedness, public health officials recognized
immediately that, to justify their expense, these efforts must
extend beyond surveillance of terrorism-related syndromes.
Furthermore, every naturally occurring outbreak is a limited
rehearsal for responding to a terrorist attack. The emergence
of severe acute respiratory syndrome (SARS) in 2003 demon-
strated the nation’s vulnerability to new infectious diseases and
their potential for epidemic spread. Presenters at the 2003
conference discussed the feasibility of adapting syndromic
surveillance for SARS detection, particularly emergency-
department—based systems (/7).

Finally, those who conduct syndromic surveillance are
exploring other innovative uses of this new tool. For example,
New York City used its pharmacy system to assess the impact
of smoking cessation interventions by tracking sales of nico-
tine patches (1.2), and the U.S. Department of Defense exam-
ined the mental health effects of the terrorist attack on the
Pentagon (13).




Vol. 53 / Supplement

MMWR 21

Importance of Partnerships

Those in the vanguard of this field represent successful part-
nerships between public health practitioners and academics.
Syndromic surveillance is more complex than traditional sur-
veillance and benefits from expertise in informatics, statistics,
and advanced epidemiologic methods — skills that health
departments might not be able to maintain as a result of bud-
get and mission constraints but that are readily available in
universities. In turn, public health departments bring a famil-
iarity with community resources, their relations with health-
care providers, and their expertise in conducting surveillance
and applying it to meet public health objectives.

Relation Between Surveillance
and Disease Epidemiology

One theme that was less prominent at the 2003 conference
was the epidemiology of potential agents of biologic terror-
ism. Usually, the conduct of surveillance is shaped by the epi-
demiology of the condition under surveillance, including how
it is diagnosed, treated, or prevented. Relevant questions
regarding the detection of terrorist-related epidemics include
the following:

* What is the likely shape of an epidemic curve?

* How rapidly will different stages of illness occur?

* How will the spectrum of illness become manifest with

respect to different surveillance indicators?

* How will these patterns vary among the potential agents

of biologic terrorism?
In the absence of terrorist attacks, the answers will likely come
from epidemiologic models that simulate a range of hypotheti-
cal scenarios and that test the usefulness of data sources and
aberration-detection methods. Critical groundwork for conduct-
ing such investigations was described at this meeting (14).

Next Steps

Evaluation

The syndromic surveillance evaluation criteria developed
by CDC (5) should be used in multiple ways. First, the crite-
ria should be used to describe the field’s rapidly growing expe-
rience in conducting syndromic surveillance. For example, how
frequently do different syndromic surveillance methods gen-
erate statistical alerts, and what is learned when alerts are
investigated? Conversely, how frequently are epidemics
detected through other means also identified by syndromic
surveillance? How does timeliness of detection compare with
timeliness of other detection methods? CDC might request

grantees conducting syndromic surveillance to add this infor-
mation to required periodic reports. Aggregating, summariz-
ing, and disseminating such reports will allow for a more
comprehensive assessment of the usefulness of syndromic sur-
veillance. Second, more in-depth evaluations of syndromic
surveillance should be conducted in partnership with those
states or localities that have the capacity to conduct such evalu-
ations. Third, historic data should be used to test the utility of
different detection algorithms; the work presented by the
Defense Advanced Research Projects Agency and its collabo-
rators illustrates the benefits of this approach (75). Fourth,
epidemiologic models should be constructed to test the time-
liness, sensitivity, and predictive value of detection strategies
under different hypothetical scenarios; progress is being made
in model development (14).

Research and Evaluation Funding

During the 2003 conference, representatives from three fed-
eral agencies — CDC, the Agency for Healthcare Quality and
Research, and the U.S. Department of Homeland Security
— described the research and evaluation activities they have
funded or plan to fund. These funding agencies should take
guidance from this conference to define a research and evalu-
ation agenda for syndromic surveillance and, if necessary,
update their funding priorities and clarify their roles accord-
ingly. This would help applicants by clarifying practice and
evaluation objectives and increase the likelihood that investi-
gations funded by different agencies complement one another.
Federal agencies should promote government and academic
partnerships by making evidence of such collaboration part
of funding criteria. One strategy might be to create centers of
excellence in syndromic surveillance that would focus on meth-
ods development and evaluation and provide technical assis-
tance to health departments.

Guidelines

Despite the advances highlighted during this conference, con-
siderable questions remain to be answered, particularly for those
agencies that have not yet initiated syndromic surveillance:

* Where should syndromic surveillance be conducted?
Should all states conduct a form of syndromic surveil-
lance?

* Within a state, should syndromic surveillance be con-
ducted in only the largest cities or in medium-sized cities
and rural areas as well?

* Ifsyndromic surveillance is conducted, what are the mini-
mum standards for the selection or number of data
sources?

* What are the recommended methods for data analysis?
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These questions are difficult to answer because experience and
evaluation thus far are insufficient and because quantifying
the risk of a terrorist attack for a given locality is impossible.
As the field gains experience with syndromic surveillance, such
decisions might ultimately be based on the usefulness of
syndromic surveillance in detecting outbreaks not related to
terrorism, with potential detection of terrorist-related events
becoming a secondary use.

In the meantime, health department officials should feel
assured that a decision not to conduct syndromic surveillance
is justifiable. For those who have decided to implement
syndromic surveillance, expecting definitive answers to the
preceding questions is premature, but preliminary guidance
can be developed. Because of its increasing role in coordinat-
ing syndromic surveillance and its history of leadership in
public health surveillance, CDC is the logical agency to take
the lead in developing such guidance, which should include
articulation of the following:

* planning steps, including whom to involve;

* advantages and disadvantages of different data sources and

commonly used or readily available statistical tools;

* strategies for responding to alerts;

* what utility to expect, and what is unknown; and

* aplan to document experience and evaluate performance.

Partnerships with Community
Representatives

The 2003 conference revealed a mix of partnerships involv-
ing public health professionals, clinicians, health-care admin-
istrators, emergency responders, legal experts, law enforcement,
and companies that provide data and other surveillance
resources. Thus far, however, the perspective of community
representatives has not been prominent in deliberations about
syndromic surveillance. For the majority of health problems,
risk is not distributed proportionately among diverse popula-
tions. Biologic terrorism might not be an equal opportunity
threat; the consequences of a terrorist attack are likely to
affect most severely those populations that have long suffered
the adverse consequences of health disparities. Involving com-
munity advocates is not always easy for public health profes-
sionals because advocates sometimes ask questions that are
difficult to answer. However, they often have good questions,
and their perspectives help ensure that surveillance meets com-
munity needs.

Conclusion

The field of syndromic surveillance has advanced consider-
ably. An urgent need remains for continued evaluation of

syndromic surveillance to define its utility and develop rec-
ommendations for its practice. Evaluation criteria developed
by CDC should be used to the extent possible to guide assess-
ments of syndromic surveillance based on both experience and
hypothetical scenarios. The 2003 conference provided a basis
for defining a comprehensive research and evaluation agenda.
Although developing definitive guidelines on syndromic sur-
veillance is premature, experience to date should enable the
development of preliminary guidance to help those interested
in stepping into this arena.
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Abstract

New York Citys first syndromic surveillance systems were established in 1995 to detect outbreaks of waterborne illness. In 1998,
daily monitoring of ambulance dispatch calls for influenza-like illness began. After the 2001 World Trade Center attacks, concern
about biologic terrorism led to the development of surveillance systems to track chief complaints of patients reporting to emergency
departments, over-the-counter and prescription pharmacy sales, and worker absenteeism. These systems have proved useful for
detecting substantial citywide increases in common viral illnesses (e.g., influenza, norovirus, and rotavirus). However, the systems
have not detected more contained outbreaks earlier than traditional surveillance. Future plans include monitoring school health
and outpatient clinic visits, augmenting laboratory testing to confirm syndromic signals, and conducting evaluation studies to
identify which of these systems will be continued for the long term.

Introduction

The New York City (NYC) Department of Health and
Mental Hygiene (DOHMH) has conducted prospective sur-
veillance of nonspecific health indicators (syndromes) since
1995. This paper briefly describes syndromic surveillance sys-
tems in operation.

Syndromic Surveillance Systems

Diarrheal Disease Surveillance

NYC’s first syndromic surveillance systems were
implemented in 1995 to detect substantial outbreaks of
diarrheal illness, particularly those caused by waterborne
Cryptosporidium and Giardia. The program included three
components: 1) surveillance for diarrheal illness at nursing
homes, 2) surveillance of stool submissions at clinical labora-
tories, and 3) over-the-counter (OTC) pharmacy sales. An
evaluation of these systems conducted in 2001 recommended
transition to electronic reporting and use of standardized ana-
lytic methodology to detect aberrations in the data (7). Les-
sons learned from this evaluation were incorporated into the
design of subsequent systems.

Emergency Medical Services
Ambulance Dispatch Calls
Monitoring of ambulance dispatch calls for indicators of

biologic terrorism began in 1998. Approximately 1 million
calls received annually by the NYC emergency medical

services (EMS) system are categorized into 52 call types and
entered into a centralized database. The main outcome of
interest is the percentage of calls categorized as influenza-like
illness (ILI), which includes four call types: respiratory, diffi-
culty breathing, sick, and sick pediatric. An adaptation of the
excess influenza mortality cyclical (linear) regression model
(2) detects aberrations in this daily percentage citywide. The
model controls for season, day of the week, holidays, positive
influenza tests, and heat waves. Daily regressions with <3 years
of baseline data have been performed since 1999 and have
identified widespread influenza epidemics 2—3 weeks before
traditional influenza surveillance systems (3). A review of 2,294
emergency department (ED) charts determined that patients
brought in by ambulance were more likely to be older, more
seriously ill, and admitted to the hospital than patients
arriving by other means (4).

Emergency Department Visits

Syndromic surveillance of ED visits was established after
the 2001 World Trade Center attacks to track the acute health
effects of the attacks and to detect possible biologic terrorism
(5). The initial labor-intensive system, which relied on manual
data collection, was replaced in November 2001 by an elec-
tronic system that has operated daily since then. DOHMH
receives data from 48 hospitals encompassing approximately
86% of annual ED visits in NYC. Data files contain the fol-
lowing information for all ED visits logged during the previ-
ous day: date and time of visit, age, sex, residential zip code,
and free-text chief complaint. Certain hospitals also provide a
visit number or medical-record number. Other personal
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identifiers are not included. Files arrive via direct file transfer
protocol (FTP) or as e-mail attachments. Data are converted
to a standard format, and chief complaints are coded by
syndrome by using a computer algorithm that searches for
key text strings (available at http://www.syndromic.org/
work.html). Citywide temporal and spatial clustering in
syndrome visits, by hospital location or residential zip code, is
assessed by using adaptations of temporal and spatial scan
statistics (6,7). Results are usually available before noon each
day (including weekends). If an unusual cluster is detected,
follow-up is conducted the same day. Follow-up involves
reviewing the age, sex, and chief complaints of patients in the
cluster and telephoning staff at affected EDs to alert them of
the cluster and ask whether they have noted unusual presen-
tations or higher-than-usual volume. When necessary, field
investigations are conducted. A review of the methods and
first year of operation of the ED surveillance system has been
published previously (8).

Retail Pharmacy Sales

In August 2002, DOHMH established a comprehensive OTC
pharmacy sales tracking system. Data from 248 NYC pharma-
cies (representing approximately 30% of citywide sales) are trans-
mitted to DOHMH daily by FTP from a central pharmacy
database and consist of the number of OTC units sold the pre-
vious day, grouped by drug name and store. The two syndromes
monitored routinely are ILI, which includes cough and influ-
enza medications whose sales correlate most strongly with
annual influenza epidemics, and antidiarrheal medicines,
including generic and brand-name loperamide. Citywide trends
are evaluated by using a linear regression model similar to that
used in the EMS system (3), controlling for season, holidays,
day of the week, promotional sales, positive influenza tests, and
temperature. Analysis is conducted weekdays only, with results
for the preceding day available by mid-afternoon. In May 2003,
DOHMH began receiving OTC pharmacy sales data from the
National Retail Data Monitor (9).

Worker Absenteeism

Since November 2001, DOHMH has monitored worker
absenteeism from a single employer (employee population:
approximately 15,000) with multiple locations throughout
the city for unusual patterns of illness. The workers’ reasons
for absence are categorized by a computer algorithm into three
syndrome categories: fever/influenza, gastrointestinal, and cold
(upper respiratory infection). Agencywide trends are graphed
and temporal aberrations assessed by using the cumulative sum
(CUSUM) method (10) with a 14-day baseline. Analysis is

conducted weekdays only, and results for the previous day are
usually available by mid-afternoon.

Staffing for Syndromic
Surveillance Systems

With exceptions as noted, these systems operate 7 days/week
and are staffed by a rotation of eight analysts and five medical
epidemiologists. Each day an analyst with master’s- or doctoral-
level training in public health and statistical software program-
ming experience dedicates 2—3 hours to collect, process, and
analyze data and disseminate results. A medical epidemiolo-
gist reviews the results daily and, when indicated, directs an
investigation with assistance from a public health nurse or
field epidemiologist. Approximately 30 additional DOHMH
public health epidemiologists and nurses have been trained to
assist in signal investigations but have rarely been used. Hos-
pital staff are occasionally enlisted to provide information on
patients, perform diagnostic testing on subsequent patients,
and assist with other aspects of an investigation. Annual di-
rect costs to DOHMH to maintain the existing systems, in-
cluding routine follow-up of signals, are approximately
$150,000 (not including costs associated with research and
development, surveillance for noninfectious disease, or data-
transmission costs incurred by hospitals).

Usefulness

Syndromic surveillance has been most useful for detecting
citywide increases in illness. Syndromic data have been used to
augment health alerts for communitywide gastrointestinal ill-
ness caused by norovirus (/7), annual influenza epidemics, and
diarrheal illness following the August 2003 blackout (12).
Although DOHMH has observed an average of two spatial sig-
nals per month for each syndrome, to date none has led to early
detection of a localized outbreak. The occurrence of simulta-
neous signals for the same syndrome from multiple systems has
been rare. Experience indicates that ED surveillance has the
greatest value because it can track multiple illnesses and
enable follow-up with individual patients at the source of care.

Future Projects

DOHMH is developing data sources and testing new ana-
lytic methods for outbreak detection. Data sources being
explored include school health nurse visits, laboratory-order sub-
missions, and outpatient encounters. Promising methodologic
advances include the space-time—permutation method (73) and
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the use of regression modeling to adjust for known sources of
variation before calculating scan or CUSUM statistics.
DOHMH continues to explore how syndromic data can be
used for general public health surveillance (e.g., detecting car-
bon monoxide poisonings or examining the impact of smoking
legislation on nicotine replacement sales [14]).

Conclusion

Syndromic surveillance is one component of overall disease-
surveillance and terrorism-preparedness efforts. Formal evalu-
ations will help DOHMH determine which of the current
systems will become a permanent public health surveillance
activity in NYC.
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Abstract

This paper summarizes the experience of the Real-Time Outbreak and Disease Surveillance (RODS) project in collecting and
analyzing free-text emergency department (ED) chief complaints. The technical approach involves real-time transmission of
chief-complaint data as Health Level 7 messages from hospitals to a regional data center, where a Bayesian text classifier assigns
each chief complaint to one of eight syndrome categories. Time-series algorithms analyze the syndrome data and generate alerts.
Authorized public health users review the syndrome data by using Internet interfaces with timelines and maps. Deployments in
Pennsylvania, Utah, Atlantic City, and Ohio have demonstrated feasibility of real-time collection of chief complaints. Retrospec-
tive experiments that measured case-classification accuracy demonstrated that the Bayesian classifier can discriminate between
different syndrome presentations. Retrospective experiments that measured outbreak-detection accuracy determined that the classifier’s
performance was adequate to support accurate and timely detection of seasonal disease outbreaks. Prospective evaluation revealed
that a cluster of carbon monoxide exposures was detected by RODS within 4 hours of the presentation of the first case to an
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emergency department.

Introduction

In 1999, the Real-Time Outbreak and Disease Surveillance
(RODS) project created a regional test bed in a large metro-
politan area (population: 2.3 million persons) that had the
characteristic of high sampling density (i.e., monitoring of
>50% of the population for at least one type of data). The
project then used this test bed to study detectability of out-
breaks, especially detectability of cohort exposures (e.g., a
citywide acrosolized Bacillus anthracis release) that have a nar-
row window of opportunity for mitigation and thus present a
substantial surveillance challenge (7). After early studies of
laboratory data (2) and International Classification of Diseases,
Ninth Revision (ICD-9) coded chief complaints (3,4), later
research focused on analysis of free-text chief complaints. This
paper describes the experience of the RODS project in
collecting and analyzing patient chief complaints.

Methods

The technical approach to Health Level 7 (HL7)-based data
collection and chief-complaint processing has been described
previously (5-9). Briefly, when a patient registers for care at
an ED, a triage nurse or registration clerk enters the patient’s
reason for visit (known as a chief complaint) into a

registration system. This step is part of the normal workflow
in multiple U.S. hospitals (10). The registration system trans-
mits chief-complaint data in the form of HL7 messages (5) to
an HL7 message router in the hospital, which can de-identify
these messages and transmit them via the Internet to a
health department in real time.

At the health department, a naive Bayesian classifier (9)
encodes each chief complaint into one of eight mutually
exclusive and exhaustive syndromic categories (respiratory, gas-
trointestinal, botulinic, constitutional, neurologic, rash, hem-
orrhagic, and none of the above). RODS software then
aggregates the data into daily counts by syndrome and resi-
dential zip code for analysis by time-series algorithms and
display on interfaces using timelines and maps.

Validation

A goal of the project has been to test whether early detec-
tion of outbreaks can be achieved through statistical analysis
of chief-complaint data (or other routinely collected data).
Although chief complaints are insufficient for accurate diag-
nosis of an individual patient, the hypothesis is that they con-
tain sufficient information so that, when aggregated into daily
population counts and analyzed by using spatio-temporal
algorithms, early detection of an abnormally high number of
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persons who have contracted a respiratory or other illness is

possible.

Case-Detection Accuracy

The research team conducted numerous experiments to test
this hypothesis. The first type of experiment measured the
information content of chief complaints for syndrome cat-
egorization by measuring the sensitivity and specificity with
which patients with different syndromes can be detected from
their chief complaints alone (Table). Each experiment tested
the ability of a classifier program to accurately assign a syn-
drome to a patient on the basis of the chief complaint alone
(in certain experiments, the patient data were ICD-9-coded
ED diagnoses). For example, one experiment measured the
accuracy of the Bayesian text classifier for respiratory syndrome
in comparison with a manual determination made by the Utah
Department of Health during the 2002 Winter Olympic

Games. In that experiment, the Bayesian respiratory classifier
detected 52% of affected patients, with a specificity of 89%.

The experiments demonstrated that chief-complaint data
contains information about the syndromic presentation and
that a naive Bayesian classifier can extract that information.
For certain syndromes of interest to terrorism preparedness,
the sensitivity of classification is approximately 0.5 (i.e., in
the event of an outbreak causing respiratory complaints, 50%
of affected patients examined at a monitored facility would be

detected).

Outbreak Detection

As expected, the case-detection experiments demonstrate
that the specificity of case classification from chief complaints
is <100%, meaning that daily counts of patients with respira-
tory syndrome would contain noise attributable to falsely clas-
sified nonrespiratory patients. Therefore, a second type of

TABLE. Performance of Bayesian and other classifiers in detecting selected syndromes

Positive

Sensitivity Specificity likelihood ratio (LR+)
Classifier being tested Standard cases for comparison No. (95% CI¥) No. (95% ClI) No. (95% CI)
Respiratory syndrome
Chief complaint Bayesian classifier Utah Department of Health (UDOH)  0.52 (0.51-0.54) 0.89 (0.89-0.90) 5.0 (4.74-5.22)

(CoCo) respiratory’ respiratory with fever$
CoCo respiratory (11) Human review 0.77 (0.59-0.88) 0.90 (0.88-0.92) 7.9 (5.8-10.8)
CoCo respiratory™ Utah ICD-9T 0.60 (0.59-0.62) 0.94  (0.94-0.95) 105  (9.90-11.05)
CoCo respiratory with fever (11) Human review